
Histora	never	shares	any	private	info.	No	advertisers,	No	people	with	lots	of	cash.

When	a	file	is	uploaded	without	a	level	2	or	higher	API	key,	the	IP	of	the	user	is	stored	alongside	the	file.

When	a	API	endpoint	(Excluding	/	|	/program.js	|	/styles.css	|	/contact)	is	accessed,	that	data	is	logged,	and	sent	to	a	Discord	webhook.

Some	endpoints,	"/abuse",	"/feedback",	and	some	other	endpoints	that	a	regular	user	would	never	access	will	always	log	the	IP	and	request	data.

However,	when	a	level	2+	API	key	is	used	alongside	Uploading,	Downloading,	Renaming,	Or	deleting	files.	No	IP	is	logged,	However	the	API	key	used	will	be	stored	in	its	place.

When	a	Abuse	report	is	made	on	a	file,	NO	logged	data	will	be	shared.	Even	if	the	file	needs	to	be	removed.

Abuse	reports	themselves	are	logged,	alongside	IP	and	API	key	if	used.

No	data	is	shared.	Some	data	is	sent	to	a	Discord	webhook.

API	key	can	be	requested	from	HERE.	API	docs	are	on	the	Discord
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Privacy	Policy.

Section	1:	Logging.

Section	2:	Abuse.

Section	3:	Data	Shared.

https://histora.online/contact
https://discord.gg/AFVP5e6DpW

